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1  Introduction
With the abundance of food and the reduction of physical labor, obesity has become 
a social problem in all countries. Modern sports medicine has proved that the energy 
consumption of the human body is mainly composed of basic metabolism, the thermal 
effect of food and physical activity [1, 2]. Exercise can increase the basal metabolic rate 
and increase the time of aerobic exercise. It is a healthy and effective way to lose weight. 
When the human body walks or runs, it is often accompanied by the swing of the limbs, 
and the periodic swing information of the body can be collected by placing the sensor 
on the limbs or torso [3]. Through preprocessing and algorithm analysis of the collected 
data, we can get the intuitive quantities of step frequency, pace, and stride that reflect 
the state of motion [4].

With the continuous development of sensor technology, wearable devices have grad-
ually integrated into people’s lives. Early wearable devices are used in smart gaming 
glasses and controllers, which can improve the user’s more comfortable gaming experi-
ence [5, 6]. The improvement of living standards has caused people to pay attention to 
health problems, and smart wearable devices are gradually being used in sports medicine 
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to detect people’s healthy exercise. Because the sensor is interfered by the environment 
and its own noise, it will have a great impact on the output data, and it is easy to cause 
misjudgment in the gait judgment, so it is particularly important to filter the collected 
information. Two common types of noise are the high-frequency noise of the sensor 
and the burst noise caused by the external environment during the movement [7]. Song 
Haoran et  al. proposed an anti-aliasing filtering method to filter out the noise gener-
ated by the system when studying high-precision pedometers, reducing the probability 
of pedometer misjudgment caused by noise [8]. Before Liu Yuhang conducts algorithm 
design on the data, he needs to filter the output data, because the frequency of human 
body movement belongs to the low-frequency signal [9]. There are many ways of filter-
ing, and it is very important to select a suitable filtering method to filter out different 
noises.

Gait is a kind of information that intuitively expresses the human body’s movement 
state. Factors such as the user’s stride speed, stride frequency and stride length during 
exercise determine the exercise intensity and amount of exercise [10]. With the continu-
ous application of inertial sensors in smart devices and the in-depth research of vari-
ous pedometer algorithms, the acceleration and angular velocity of gait information are 
collected, and the data is fused in various ways to calculate the movement velocity and 
attitude angle. Waiting for physical quantities to reflect the state of motion has gradually 
become the main direction of today’s smart device research [11]. Therefore, in today’s 
society, the development of a running training assistance system for the general pub-
lic has important research significance and application value. Therefore, this paper pro-
poses a running training model based on blockchain and wireless sensing technology 
[12].

The specific contributions of this paper include:

1.	 Combining wireless sensing and blockchain technology into the design scheme, 
designing and realizing running auxiliary training technology.

2.	 Obtain the user’s gait information and other related parameters through the wireless 
sensor network, and optimize the calculated gait in different states through the noise 
processing algorithm.

3.	 Propose the use of blockchain technology to design data transmission and storage 
plans to protect and analyze users’ personal privacy data.

4.	 The proposed method has established a new type of sports training auxiliary system 
for the masses of modern society, and has made contributions to the masses’ physical 
exercise.

The rest of this paper is organized as follows. Section  2 discusses related work, fol-
lowed by the methods is discussed in Sect. 3. The experiment is discussed in Sect. 4. Sec-
tion 5 concludes the paper with summary and future research directions.

2 � Related work
2.1 � Wireless sensing technology

A wireless sensor network (WSN) can be defined as a network composed of sensor 
nodes, which are distributed in the network deployment area and work together. The 
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information collected from the monitoring site is transmitted through the wireless 
link [13]. The data collected by the sensor nodes are sent to the base station, which 
can process the data locally, or further transmit the data to other data storage or pro-
cessing centers through the network. Compared with traditional network solutions, 
WSN technology provides many advantages [14]. For example, lower cost, scalability, 
reliability, accuracy, flexibility, and ease of deployment make WSN technology a wide 
range of application scenarios. The schematic diagram of wireless sensor node intru-
sion and scene detection is shown in Fig. 1.

In the military, sensor nodes can be used to detect, locate or track the actions of 
the enemy. In the field of disaster prevention, sensor nodes can sense and detect the 
environment to predict disasters in advance. In medical applications, wearable sen-
sor nodes can help monitor the health of patients [15]. In the security field, sensors 
can provide intrusion detection and border inspection functions. On the other hand, 
compared with traditional networks, WSN has several resource constraints, includ-
ing but not limited to limited node energy, limited communication range, low band-
width, and limited node computing capabilities. The research goal of wireless sensor 
networks is to solve the above design and resource constraints by introducing new 
design concepts, improving existing protocols and developing new algorithms.

2.2 � Blockchain technology

Generally speaking, the blockchain is a decentralized distributed storage database, 
and various mining technologies and electronic currencies are implemented based on 
the blockchain. From a small point of view, blockchain is a data structure that can 
form a single-linked list of data in a specific order, and various encryption meth-
ods ensure that these data cannot be tampered with [16]. From a large perspective, 
blockchain is a distributed architecture that uses distributed storage, distributed algo-
rithms, and encryption security methods to form smart contracts to store operating 
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Fig. 1  Schematic diagram of wireless sensor node intrusion and scene detection
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data and operating records. The schematic diagram of the authentication path of 
Merkle hase tree is shown in Fig. 2.

It is possible to determine whether the decentralized node data is effective and 
quickly reach a common test through the decision-making design of various distrib-
uted nodes scattered everywhere [17]. The main solution of the blockchain consensus 
layer is to make distributed nodes reach a consensus and establish a trust mechanism. 
For example, whether a node is valid, all nodes in the blockchain need to reach a con-
sensus to form a unified opinion. The system implemented in this article adopts the 
DPOS mechanism to establish Blockchain consensus layer.

The core idea of POW is to use fog computing to disperse the calculations to the 
end of the node, and then use these nodes to complete the proof of the node’s work-
load through the algorithm, so as to reach a consensus under the premise of ensuring 
security. The definition of POW target value is shown in the formula [18].

The workload of the search methods that have been tried as above proves that 
there are efficiency disadvantages, and the Ethos algorithm can be used to prevent 
the impact of the efficiency difference of each node. The characteristic of this kind of 
algorithm is that the point where the algorithm improves the efficiency has nothing to 
do with the improvement of memory and bandwidth, only I/O determines the speed.

The disadvantage of the above search method is that the method of finding the tar-
get value is to keep trying. The Ethos algorithm can be used to prevent the impact of 
the efficiency difference of each node. The characteristic of this kind of algorithm is 
that the point where the algorithm improves the efficiency has nothing to do with the 
improvement of memory and bandwidth, only I/0 determines the speed.

Smart contracts have general features such as decentralization and anti-tampering 
of the blockchain. In essence, they are a special code or script running on the block-
chain [19]. As a script or program, the contract is distributed on each node and has 

(1)T = m/dig

(2)SHA256(Parent Block Hash+Hash+ Merkle Root+Nonce+ . . .) ≤ T
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Fig. 2  Schematic diagram of the authentication path of the Merkle Hash tree
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the characteristics of decentralization and distribution. Any problem on any node 
does not affect the operation of the entire contract.

The formula of Ethos algorithm is as follows:

Bring Eqs. (2) into (3) to get the basic formula, which means the probability of the out-
put category A given the instance Y.

In practical application, when classifying feature instances, we choose the one with the 
largest probability value as the final category, which can be formalized as Eq. (5).

Each node will verify the validity of the received data block, valid data will be broad-
cast, otherwise it will be discarded [20]. Only when all nodes are artificially valid data 
block can the data block be valid. Otherwise, it is invalid data. The valid data will be 
added to the main chain. The elements for detection include Merkle root, hash value and 
timestamp.

3 � Methods
3.1 � Overall design plan

This topic combines a heart rate sensor with an inertial sensor, and uses a heart rate sen-
sor to collect heart rate values. The heart rate value is compared with the target heart 
rate to determine whether the user is doing aerobic exercise, and the voice module is 
used to remind the user. Using inertial sensors to collect gait information, after preproc-
essing and algorithm analysis, the user’s movement steps are finally displayed in real 
time [21]. The influencing factors of energy expenditure are mostly related to the bio-
logical factors of the individual. Users can input their own personal information such as 
age, gender, and weight to provide individual parameters for the calculation of energy 
expenditure. The system framework is shown in Fig. 3.

3.2 � Design of wireless sensor running posture conversion

The research on pedometer involves the extraction of gait information and the design 
of gait algorithm, taking into account the accuracy of data collection and the real-time 
nature of the system [22]. This subject collect gait acceleration and angular velocity data, 
uses the quaternion algorithm to obtain the attitude angle, and analyzes the change of 
the attitude angle during exercise to design a step counting algorithm. In the inertial 
navigation system, there are three ways to express the attitude of the carrier: attitude 
angle, direction cosine matrix and quaternion, which can be mutually converted. This 
section introduces the conversion principle of quaternion and attitude angle [23].

(3)RAND(h, n) ≤ M/d

(4)P(Y = ck/X = x) =

∏n
j=1 P(X

(j) = x(j)/Y = ck)P(Y = ck)
∑K

k=1(Y = ck)
∏n

j=1 P(X
(j) = x(j)/Y = ck)

(5)y = f (x) = arg max

∏n
j=1 P(X

(j) = x(j)/Y = ck)P(Y = ck)
∑K

k=1(Y = ck)
∏n

j=1 P(X
(j) = x(j)/Y = ck)



Page 6 of 11Ma ﻿J Wireless Com Network         (2021) 2021:18 

The posture coordinate system is established with the body of the equipment as the 
center, and the coordinate system that is commonly known by everyone is established 
on the basis of geographic space. The relationship between the posture coordinate 
system and the geographic coordinate system is shown in Fig. 4.

The definition of geographic coordinate system is:
Step 1 Select a point O on the ground as the origin;
Step 2 Make the X axis direction in the horizontal plane and point to any direction;
Step 3 The Z axis is perpendicular to the ground and points to the center of the 

earth;
Step 4 The Y axis is in the horizontal plane and perpendicular to the X axis, and its 

direction is determined by the right-hand rule.
When studying the angular position relationship between the attitude coordinate 

system and the geographic coordinate system, the origin of the two coordinate sys-
tems can be made to coincide with each other through translation [24]. Then rotate 

Gait Acceleration

Data 
Preprocessing

Gait 
Algorithm Design

Get The Number 
Of Steps

Collect Heart 
Rate

Heart Rate Value 
Acquisition

Target Heart Rate 
Comparison

Voice Reminder

Get Individual Factors 
Such As Age And 

Weight

Calculate Energy Consumption Value According To Energy Consumption Model
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the geographic coordinate system around the space axis to obtain the posture coordi-
nate system. The rotation equivalent diagram is shown in Fig. 5.

Rotate the geographic coordinate system to obtain the posture coordinate system. Any 
complicated angular position relationship between the two coordinate systems can be 
equivalent to a combination of finite basic rotations [25, 26]. One basic rotation matrix 
is determined for each basic rotation, and the multiplication of multiple basic rotation 
matrices is equal to the posture matrix required for coordinate system conversion. Per-
form three basic rotations of the geographic coordinate system to obtain the attitude 
coordinate system.

4 � Experiment
4.1 � Data source and test environment

This system is dedicated to collecting human gait information and heart rate informa-
tion, and calculating the energy consumption value under the premise of aerobic exer-
cise. The system test mainly involves the accuracy of the collection of exercise steps and 
the accuracy of the collection of heart rate values [27]. The test environment is a tread-
mill in a gym, the slope of the treadmill is set to zero, and people of different genders and 
different age groups are selected for testing. Wear a portable device on your ankle and 
follow the prompts on the screen to enter your gender, age, and weight, then you can 
walk or run [28]. At the same time, the tester should wear a sports bracelet to compare 
and analyze the data collected by the system and the data collected by the bracelet.

4.2 � Comparison of user privacy protection based on blockchain

In the initialization phase, in order to verify the parameter protection effect of block-
chain technology on the running training process, the following test process was car-
ried out. The selected parameters are as follows: the hash function is SHA-256, and the 
asymmetric encryption algorithm is RSA-1024. According to the security requirements 

Fig. 5  Schematic diagram of equivalent conversion effect of coordinate system
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of OPE, the ciphertext space of OPE is assumed to be the third power of the plaintext 
space. Test the computational cost of N with different privacy protection levels.

In the initialization phase of I-MPLS, the LDO must first divide R iteratively into N 
times in a quad-tree manner, which means that N different degrees of privacy protection 
can be achieved. Subsequently, all the dividing lines are subjected to OPE operation, and 
then the dividing line perpendicular to the x axis and the dividing line perpendicular to 
the y-axis are used as leaf nodes to generate two Merkle hash trees. Figure 6 shows the 
influence of the privacy protection level and computational overhead of the blockchain-
the initialization phase. Figure  7 shows the impact of blockchain protection level and 
computational overhead-location recording stage.
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It can be seen from Figs. 6 and 7 that under the same size of the OPE plaintext space, 
the computational overhead of the LDO initialization phase increases approximately 
exponentially as N increases. Under OPE (30), the computational overhead of the ini-
tialization phase exceeds 2500 ms when N = 8. Therefore, OPE encryption operation is 
required in the initialization phase. Since the computational cost of generating a Merkle 
hash tree is much smaller than that of OPE encryption, the OPE encryption operation 
is the main factor affecting the initialization phase of I-MPLS. At the same time, under 
the same privacy protection level number N, the different plaintext space sizes of OPE 
also make the calculation overhead of the initialization phase different. A larger OPE 
plaintext space will lead to a slightly higher calculation cost at this stage, because the 
larger the OPE plaintext space, The lower the execution efficiency of OPE encryption 
operation.

4.3 � Comparison of running training efficiency based on wireless sensing

The test is divided into two scenarios. The first scenario is to make the tester walk 100 
steps at a speed of 4 km/h and run 150 steps at a speed of 7 km/h, and record the num-
ber of steps finally displayed by the system. The second scenario is to measure the test-
er’s static heart rate, and first calculate the tester’s target heart rate range before the test, 
so that the tester can run. Observe and record the heart rate value measured by this 
system and the heart rate value measured by the bracelet in real time. Figure 8 shows the 
comparison result of running training efficiency based on wireless sensing.

This chapter tests the performance of the system based on the completion of the soft-
ware and hardware platform of the system. The zero-input error of the attitude angle is 
corrected, and random noise and burst impulse noise are filtered out. By collecting gait 
information of different people in different motion states, the judgment accuracy of the sys-
tem’s step counting algorithm is verified. The system has basically removed the influence of 
human physiological parameters on step counting, and can be applied to the detection of 
different ages, different genders, and different exercise states. The improvement direction 
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of the system’s step counting algorithm and energy consumption value calculation model 
is proposed. At the same time, the accuracy of the heart rate sensor collected by the heart 
rate sensor is verified. It is found that the system is relatively stable in the detection of 
static heart rate. As exercise intensity increases, The heart rate collection error of the sen-
sor increases accordingly, which may be related to the contact surface between the sensor 
and the skin, and the stability of the contact between the sensor and the skin needs to be 
enhanced.

5 � Results and discussion
In recent years, the application of inertial sensors has gradually integrated into all aspects of 
people’s lives, and it has a very mature product market in the fields of gesture recognition, 
gait recognition, and smart home. As one of the applications of inertial sensors, wearable 
devices were the first to be used in smart games. With the improvement of living stand-
ards, people’s attention to their own health has gradually increased. Wearable devices have 
received more and more products in health detection. Pay more attention. In this paper, the 
combination of wireless sensing and blockchain technology is applied to the design plan, 
and a running training auxiliary technology is designed and implemented. Obtain the user’s 
gait information and other related parameters in the process through the wireless sensor 
network, and optimize the calculation gait in different states through the noise process-
ing algorithm. Design data transmission and storage schemes through blockchain tech-
nology for the protection and analysis of user-related personal privacy data. There are still 
some problems in the design of this system that need to be improved. In the future, further 
research on assistive technology for running training will be carried out.

Abbreviation
DPOS: Delegated proof of stake.
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