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Abstract

This paper presents an energy-efficient wireless ad hoc communication system and baseband transceiver for sensor
networks that gather vital sign information of patients. The design of the proposed system is aimed to facilitate an
energy-efficient and low-latency vital sign data transmission service. Based on this aim, the proposed system adopts
multi-hop transmission and joint transmitter-receiver beamforming technique to efficiently transmit data at
significantly reduced transmission power. Furthermore, to shorten the transmission latency and reduce channel
contention, we proposed a novel Medium Access Control (MAC) mechanism which includes neighborhood discovery,
packet collision detection and prioritized transmission scheme based on an Orthogonal Frequency Division Multiple
Access (OFDMA) physical layer. Simulation of transmission power, transmission latency, and data rate, together with
proposed hardware architecture, were all carried out to verify the effectiveness and feasibility of the proposed system.

Keywords: Vital sign monitoring, Energy-efficient, Multi-hop transmission, Joint transmitter-receiver beamforming,
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1 Introduction
Wearable devices monitoring personal health are assum-
ing more prominence recently. With this comes the
challenge of developing smaller, more energy-efficient
communication transceivers embedded in these wear-
able devices. Consider a group of these wearable devices
that form a small sensor network eco-system, which is
responsible to collect information for health monitoring
at hospitals or care facilities. Vital signs, such as body tem-
perature, heart rate, blood pressure, respiratory rate, and
ECG, are all indicative of the health condition of a patient.
By monitoring these vital signs, doctors and nurses can
not only keep track of patient’s condition but also react
promptly in case of emergency. Unfortunately, current
vital sign monitoring solutions in hospitals generally sac-
rifice the patients’ freedom of mobility. The cumbersome
measurement equipment and the cables inevitably con-
fine the patients to bedside. In contrast, wearable/portable
measurement devices with wireless connectivity enable
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patients to walk around freely, facilitating patient mobility
and ambulation.
Taking into consideration the battery life and the

requirement of continuous monitoring, the proposed
wireless communication system provides an energy-
efficient and low-latency data transmission service to
cooperate with the portable vital sign measurement
equipment. In order to realize this system, we propose a
mesh-based ad hoc wireless communication systemwhere
user nodes can transmit their data with reduced power
via multi-hop transmission. Also the proposed wireless
system adopts joint transmitter-receiver beamforming
technique to further enhance its energy efficiency and
reduce interference footprint. Also to reduce inter-carrier
and multiuser interference and to provide multiple user
channel access, OFDMA (Orthogonal Frequency Division
Multiple Access) technique, together with a state-of-the-
art PHY layer design, is employed in the proposed wireless
solution.
To tackle a more challenging latency-sensitive scenario,

we picked ECGmonitoring as the target information gath-
ering application. Compared to other vital signs, ECG
waveforms require relatively high data rate. The quality of
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a single ECG lead recorded at 300Hzwas shown to be ade-
quate for diagnosis [1]. Given 16 bits per sample, we need
a data rate of approximately 60 Kbps to transmit a 12-lead
ECG waveform. This low but steady data rate character-
istic favors the OFDMA technique, which allows multiple
transmission links to communicate simultaneously and
thus keeps the latency to a minimum. In addition, to fur-
ther reduce the transmission latency, we have proposed a
distributed control channel access mechanism where user
nodes are classified into four access classes according to
the amount of vital sign data yet to be transmitted (higher
classes have higher transmission priority). In this way,
user nodes carrying more backlog data would have higher
transmission priority to form transmission links with tar-
get receivers. Furthermore, in our proposed MAC mech-
anism, the nodes can gather neighborhood information
during a neighborhood discovery phase. Another unique
mechanism in this MAC allows nodes to detect packet
collision for tackling network congestion and deadlocks.
In [2], a comprehensive survey of wearable health mon-

itoring devices was provided. Among other things, the
survey discussed wireless link reliability, power efficiency,
and clinical effectiveness. Related advances in sensors
for health monitoring were described in [3]. A study on
power consumption in ZigBee, Bluetooth low energy, and
802.15.6 can be found in [4]. Our proposedMAC has sim-
ilarities to ZigBee, the crucial improvement being that we
adopted contention in OFDMA segments for better effi-
ciency. The guaranteed transmission opportunity in our
system is provided via OFDMA subcarrier allocation as
compared to traditional time-domain scheduling. Also in
our proposed system, neighborhood discovery allows us
to achieve a continuous update on next hop candidates.
Along with this, an important difference is that when a
sensor node has no data to deliver (cf. Inactive state in
ZigBee), it will be left out of the neighborhood discovery
mechanism, thus saving energy. Moreover, we used joint
beamforming technique to achieve higher energy effi-
ciency. An important result on multi-hop sensor network
performance analysis in [5] showed that throughput of the
system increases if the effective sensing SNR is close to the
desired SNR for reliable reception. Using effective trans-
mission power tuning by dynamically switching between
different MCS schemes, we achieved the required robust-
ness in multi-hop transmission systems.
In [6], the authors discussed a method to predict con-

gestion and accordingly find a routing path to reduce
the effect of congestion. On the other hand, [7] pro-
posed a game theoretic approach to power control aiming
at minimizing congestion. In contrast to [6], where the
transmit power level and multi-hop neighbors need be
known, in our proposed system, these parameters will be
decided dynamically in each frame. Also, [7] aimed at
reducing transmit power but did not include the node

reachability and isolation probability criteria when the
transmit power is determined. Thus, to alleviate conges-
tion and deadlock in ad hoc WSN with transmit power
tuning, we designed aMAC layer mechanismwith contin-
uous neighborhood discovery update and OFDMA-based
resource allocation. The nodes can choose between four
access classes to increase the reachability and avoid con-
gested resource. In the proposed system, carrier sensing
and back-off (CSMA/CA) is the fallback mechanism in
case the number of nodes exceeds the available OFDMA
resource.
With regards to baseband transceiver design, a low-

power design approach for WBAN based on FSK
transceiver was described in [8]. In [9], a SoC solution
based on ECG acquisition and ZigBee transmitter was
presented. In contrast to [9], we developed a baseband
design with an embedded medium access controller. This
provided us unique cross layer support for MAC algo-
rithm tuning. For example, our design can detect packet
collision in the PHY layer based on preamble and then
feed the information to the MAC layer. Numerous OFDM
transceiver designs have been reported in literature; we
note [10], [11], and [12] for their focus on short-range
communication or OFDMA baseband design. As com-
pared to [11], we have proposed significantly more flex-
ible and advanced design for the OFDM receiver. In
our design, MCS and beamforming vectors and transmit
power control are adjusted dynamically. Furthermore, an
improved timing synchronization and carrier frequency
recovery based on channel weighting was developed.
The rest of the paper is organized in sections to present

the proposed system in detail. Section 2 introduces the
network topology, physical layer parameters, and the
frame structure of the proposed wireless communica-
tion system. The preamble design for OFDM symbol
detection, carrier frequency offset (CFO) estimation, and
collision detection is also illustrated in Section 2. The
proposedMAC layer design using OFDMA and neighbor-
hood discovery mechanism are illustrated in Section 3. In
Section 4, we briefly introduce the energy-efficient data
transmission mechanism using joint beamforming with
signal to interference and noise ratios (SINR) constraint.
Furthermore, the baseband transceiver architecture is
introduced in Section 5. In Section 6, the channel and
antenna model used in the simulation are introduced. The
numerical simulation results are also presented to validate
the effectiveness and energy efficiency of the proposed
system. Finally, Section 7 concludes this paper.

2 Physical layer design
2.1 Network topology
Figure 1 shows the network topology of a multi-hop sen-
sor network. In the network, there exist several access
points (APs) which connect to the health care center via
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Fig. 1 Network topology of the proposed system

cable or wireless LAN. Apart from the 12-lead ECG, which
can itself be a wireless node, we can have other wire-
less nodes placed strategically in proximity of a patient,
e.g., in the hospital room or the patient’s house/office.
This way, we have a network of closely spaced wireless
nodes connected to the sensor nodes on one side and
eventual data processing center on the other side. User
nodes in the network can communicate with each other
and the data from each sensor node is transmitted to the
APs via multi-hop transmission which breaks the long-
distance transmission into a series of short-distance hops
between two neighboring user nodes, effectively reducing
the total transmission power needed. Moreover, the nodes
will use joint beamforming to improve SINR while saving
transmission power.

2.2 Physical layer parameters
Table 1 lists the physical layer parameters of the pro-
posed wireless system. The sampling clock frequency is
6.857 MHz and the OFDM FFT size is 128. The total 128
subcarriers include 19 guard subcarriers, one DC subcar-
rier, and only 108 subcarriers carry data in a signal band
with 5.84 MHz bandwidth. These 108 data subcarriers are
divided into 12 OFDMA user segments, each consisting
8 data subcarriers and one pilot subcarrier. Moreover, in
order to take advantage of frequency diversity, subcarrier
interleaving is applied to the 9 subcarriers belonging to the
same OFDMA user segment.
The target maximum load per node is assumed to

be 60 Kbps for twenty nodes, hence the target rate of
1.2 Mbps. With this criterion, we tried to choose PHY
layer parameters which satisfy the target data rate criteria

in relative low transmit power requirements. For exam-
ple, we limit bandwidth to 5MHz andmodulation scheme
only up to 64 QAM to limit power requirements. For
a user occupying only one ODFMA segment (9 sub-
carriers), modulation of 64 QAM, 2/3 coding rate, and
including the effect of the guard bands and pilots, the
net data rate would be 1.5 Mpbs. PHY parameters can be
adjusted to achieve even higher data rates. For instance,
the user can occupy more than one OFDMA segments or
BW can be increased.

2.3 Frame structure
In the proposed wireless system, each frame is 200 ms and
it is divided into four 50 ms sub-frames. Each sub-frame
contains five packets, namely, ACK (acknowledgement)

Table 1 PHY layer parameters

Physical layer parameters

Sampling frequency 6.857 MHz

Carrier frequency 5 GHz

PHY technology MIMO-OFDMA with joint beamforming

OFDM FFT size 128

Used subcarrier number 108

FFT interval 18.667 μs

Subcarrier spacing 53.57 KHz

Bandwidth 5.84 MHz

Modulation scheme BPSK, QPSK, 16 QAM, 64 QAM

FEC code rate 1/2, 2/3

Guard-interval ratio 1/8
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packet, neighbor discovery packet, RTS/CTS (request to
send/clear to send) packet, and data packet. These packets
are transmitted sequentially to make up one sub-frame, as
shown in Fig. 2.
RTS and CTS packet consist of preambles 1, 2, and a

data part of Fig. 3a. The data part of the RTS packet
has 14 OFDM symbols and contains the information of
user index, target user index, MCS, number of pack-
ets to be transmitted, and the CRC code. Similarly, the
data part of the CTS packet has 32 OFDM symbols and
carries user information such as user indices of the trans-
mitters, indices of OFDMA user segments used by the
transmitters, updated available memory amount, and the
CRC code.
The data packet is composed of preambles 1, 2,

and a data part (payload), which contains the vital
sign data. The length of the payload depends on the
amount of data to be transmitted. In this system, each
packet contains 1K bits of vital sign data and its length
varies with the MCS. There are a total of six kinds
of MCS to choose from, i.e., three kinds of modula-
tion, QPSK, 16 QAM, and 64 QAM, and two kinds of
code rate, 1/2 and 2/3. On the contrary, the control
signals, including the neighbor discovery packet, RTS,
CTS, and ACK packets, are all modulated by the BPSK
modulation and protected by a convolutional code with
rate 1/2.
After vital sign data transmission, the receiver would

check the CRC code contained in each vital sign data
packet to confirm whether the packet information is cor-
rectly received or not. This packet reception confirmation
would then be transmitted in the ACK packet to the corre-
sponding transmitters, thus informing them about which
packets are lost and need be retransmitted. The ACK
packet consists of preamble 1, preamble 2, and a data part.
The data part contains 26 OFDM symbols and carries
the information of the receive user index, user indices of
the transmitters, packet reception confirmation, and the
CRC code.
The APs broadcast a beacon every 200 ms to help user

nodes detect the frame boundary and adjust their oscil-
lator frequency. Besides, in order not to interfere with

Fig. 3 Preamble design. a Packet format of the neighbor discovery
packet. b Structure of the preamble of the first kind

the OFDMA signal that carries the vital sign data, the
central frequency of the beacon is set outside the main
frequency band and the bandwidth of the beacon is only
100 KHz.

2.4 Neighbor discovery packet format
The neighbor discovery packet is composed of two parts,
the preamble part and the data part, as shown in Fig. 3a.
The preamble design facilitates OFDM symbol timing
synchronization, carrier frequency offset (CFO) recov-
ery, and channel estimation, which were all discussed in
detail in our previous works [13–15]. According to differ-
ent functions, the preamble can be further classified into
three parts.

2.4.1 OFDM symbol boundary estimation
The function of preamble 1 is to help the receiver detect
the OFDM symbol boundary. It consists of 8 repeated
time-domain sequence “A,” as shown in Fig. 3b. The 64
element sequence “A” can be generated by passing the fre-
quency domain sequence “Af ” through a 64-point inverse
fast Fourier Transform (IFFT) block. The sequence “Af ”
depends on the OFDMA user segment index, as shown in
Eq. (1).

Af [ k]=
{
1, if k = 7 + 12j + i, j = 0, · · · , 3
0, otherwise (1)

Fig. 2 Frame structure of the proposed system
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where i is the index of OFDMA user segment. To detect
symbol boundary, delay correlation method is extended to
the multiple antennas, accordingly

DC[ k]=
4∑

q=1

k∑
n=k−l

rq[n] r∗q[n − k]

where rq[ n] is the received signal of the qth antenna at the
discrete time “n.” The ideal (noise-free) delay correlation
(DC[ · · · ]) output waveform, plotted in Fig. 4, contains
seven peaks, fromwhich the OFDM symbol boundary can
be estimated.

2.4.2 Collision detection and CFO estimation
The function of the second preamble is to help the
receiver detect the CFO, OFDMA user segment deploy-
ment, and collision. Preamble 2 consists of five OFDM
symbols. Consider the frequency domain sequence “S”
with 40 elements for a OFDMA user segment,

S[ k]=
{ 1

2 , if k ≤ 7 or k = 39
Zp[q] , if q = k − 8 (2)

where “Zp” is the sequence generated by cyclic shifting
the Zadoff-Chu sequence “z0” rightward p point and p ∈
[0, 15].

Z0[q]= e−j πuq(q+1)
31 , u = 29, q ∈[0, 30] (3)

Note that the shift “p” is chosen by the user node,
hence this uniquely defines the user in that OFDMA user
segment. The sequence “S” is divided equally into five
parts of eight elements each, and they are assigned as
the frequency-domain data of the five OFDM symbols in
preamble 2. In summary, OFDMA is applied to provide 12
user segments (each with one pilot subcarrier and 8 data
subcarriers) and within each segment, user preambles are
multiplexed via different Zadoff-Chu sequences.
Using the unique property of the Zadoff-Chu sequence

that circular shifted sequences have zero cross correla-
tion, we can detect which sequence exists in the received
signal. The correlation function between the received sig-
nal (with symbol-to-symbol differential correlation first
to remove the per-subcarrier channel response) and the
Zadoff-Chu sequence is given by

Fig. 4 OFDM symbol boundary estimation

Mi,k =
4∑

q=1

5∑
s=2

8∑
j=1

(
rq1,αij

(
rqs,αij

) ∗ Sk[8s + j − 9]
)

rqs,αij is the received signal on the qth receiving antenna
for sth OFDM symbols with αij being frequency-domain
subcarrier index of the jth data subcarrier assigned to the
ith. If the ith OFDMA user segment data subcarriers in
preamble 2 contains Zadoff-Chu sequence ki, then we
will have

Mi,ki > Mi,k′, k′ ∈ K ,K =[0, 15]−ki
Mi,k′1 ≈ Mi,k′2 , k′1 �= k′2, k′1, k′2 ∈ K

Thus, the receiver detects that a user using Zadoff-Chu
sequence ki exists in OFDMA user segment i. Presence
of more than one users in the same segment is deemed
collision. Detecting collision in preamble is one of the
unique capabilities of the proposed MAC system, making
the protocol more efficient.
The carrier frequency offset is estimated by using our

previous work on Joint Weighted Least Squares Estima-
tion (JWLSE) method for frequency and timing offset in
OFDM systems [13]. In this method, the phase differ-
ences of individual subcarriers are weighted averaged with
weights proportional to the squared channel gains in the
respective frequencies.
Phase differences are first computed

θks,ij = ∠(rs,αij r∗1,αij S
∗
k)

and then they are weighted by ws,ij = |Ĥs,αij|2. Finally, the
CFO estimation is given by

εsi,k =
∑s

u=2 êui,k
(p − 1)

, s = 2 · · · 5

êui,k can be found using the formulation in [13]. Further-
more, the above estimate can be used to improve the
OFDMA user segment detection by including CFO effect

Mi,k =
4∑

q=1

5∑
s=2

8∑
j=1

(
rq1,αij

(
rqs,αij

) ∗ Zk[8s + j − 9]

e−j2πεsi,k(s−1)N+Ng
N

)

2.4.3 Channel state information
The channel response can be estimated by utilizing the
scattered pilots in preamble 3. The pattern of the scat-
tered pilot varies with the index of OFDMA user segment
and the preamble is made up of 12 OFDM symbols which
can be divided into four groups, each of which consists
of three OFDM symbols, corresponding to the four trans-
mit antennas, respectively. The channel state information
(CSI) thus collected in the neighborhood discovery phase
is later used to generate beamforming vectors for data
transmission as will be seen in Section 4.
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2.5 Node status information
The node status information is contained in the data part
shown in Fig. 3a. This part includes the user index, loca-
tion coordinates and residue memory amount, the indices
of detected users, the detected OFDMA user segment
collision information, and the cyclic redundancy check
code (CRC code). Information from this part helps other
nodes update their neighbor status information. As we
have not proposed a routing mechanism in this paper, we
use the relative location coordinate to avoid the repeated
back-and-forth packet transmission between two nodes.

3 Medium access control
In this section, we present the proposed OFDMA-based
MAC for supporting the efficient use of multihop and
joint beamforming transmission scheme. As compared to
the one priority, one band system, we have lower con-
tention in a four-priority, twelve-OFDMA-segment sys-
tem. This implies that the packet collision probability is
reduced by dividing the time and frequency resources.

3.1 Dynamic network formation with neighborhood
discovery

The proposed MAC was designed with a view to provid-
ing guaranteed channel access to the high-priority nodes
with urgent data delivery needs. This helped us to meet
the QoS requirement for vital sign monitoring. As per
our survey, the most related MAC protocols to our design
are PRIMA [16] and QMAC [17]. Similarities in our
design and these include the use of RTS/CTS for chan-
nel contention, use of different queues to reflect different
levels of latency requirement. Unlike PRIMA, which uses
TDMA/CSMA, the proposed MAC used a combination
of OFDMA and CSMA in channel access. Nodes in differ-
ent frequency segments can communicate to the next hop
neighbor independently. As routing protocol design is not
the aim of the paper, we used a simple RSSI-based forward
routing to route data to the sink node via multi-hop. Note
that we can extend to using amore complex routingmech-
anism using clustering and cluster heads as proposed in
LEACH [18] and its subsequent improvements in [16, 19].
The proposed design allows those nodes that have no data
to go into the sleep state, thus minimizing the idle lis-
tening periods that consume significant energy in sensor
networks. In this sense, the energy consumption due to
sleep cycle and idle listening in our system is the same as
PRIMA.
Note that our MAC design is oriented toward support-

ing the throughput requirement of the health monitoring
system, with the peak requirement being 60 kbps for
ECG. Hence, in this paper, we will concentrate on meet-
ing the load requirement in our design. Other existing
MAC designs like QMAC, PRIMA, WISEMAC [20], and
LEACH are geared toward increasing the lifetime of the

WSN and are generally designed for applications with
lower loads. However, it is worth mentioning that these
MAC designs can easily be applied together with our pro-
posed joint beamforming multi-hop approach to achieve
an effective and energy-efficient wireless sensor network
solution for applications with lower load requirements.
In the proposed wireless network, each user node

acquires and maintains the exact knowledge about its
neighborhood via a periodic neighbor discovery process.
In this process, user nodes of each access class sequentially
broadcast neighbor discovery packets to announce their
presence and related information. Note that the nodes
are divided into access classes depending on the amount
of pending data in their queues. Due to this, nodes with
higher urgency get higher priority as seen by the packet
order in Fig. 5. We assume that the queue capacities are
same at all user nodes. During neighborhood discovery,
user nodes construct their neighbor node tables by listen-
ing to the neighbor nodes of various priority classes, from
Access Class IV to Access Class I.
The Access Class priority order of Fig. 5 is followed by

both neighborhood discovery and RTS/CTS transmission;
therefore, users with higher transmission priority will gain
several advantages over users of lower priority.

1. First, since they can transmit their RTS packets
earlier than users of access classes with lower
priority, the probability of forming a transmission
link with their best next-hop target is higher.

2. Second, due to the neighbor node confirmation
mechanism, each user can only choose a receiver
whose transmission priority is lower than itself, as its
next-hop targets. Therefore, users with higher
transmission priority would have more next-hop
candidates, increasing the probability of forming a
transmission link.

3. Third, since users can only be requested to receive
data by users whose transmission priority is higher,
users with higher transmission priority would have
lower probability to be on the receiving end.

Fig. 5 Access priority in neighborhood discovery and RTS/CTS phases
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Moreover, we can choose different numbers of priority
classes, but this will affect the MAC performance. For
example, increasing the number of access priority classes
will increase the overhead on packet transmission. On the
other hand, reducing the number of classes will lead to
higher contention in the given time slot. From Fig. 5, we
can also see that the choice of sub-frame length should be
large enough to include four data packets (one for each
access class) and the associated overhead (four neighbor-
hood discovery packets, four RTS/CTS/ACK packets). For
the data packet size of 1 Kbyte and the PHY parameters of
Table 1, the sub-frame size of 50 ms is chosen.
Due to OFDMA user segment collision and noise, the

packet of a certain user may not be correctly received by
all its neighbors. Thus, before the RTS/CTS handshaking
process, each user node should know which neighboring
users can receive its packet correctly. In neighbor discov-
ery process, after correctly receiving the packets of neigh-
boring users, each user would record their user indices
and broadcast them in its neighbor discovery packet. In
this way, each user can confirm the wireless connections
between itself and its neighbors whose transmission prior-
ity is lower than it. Then, the user can choose its next-hop
target from these neighbors.

3.1.1 OFDMA user segment selection
After joining this network, each user node should select
one OFDMA user segment. However, since there are only
12 OFDMA segments, as per observations from our sim-
ulation setup, one segment may be used by more than
one user at the same time (channel reuse) if the users are
separated by enough distance. As such, co-channel inter-
ference can occur if separation between nodes of the same
segment is not enough.
The user nodes utilize a first-come-first-serve mech-

anism to select an appropriate OFDMA user segment.
When a new user node joins the network, it would
first listen to the neighbor discovery packets transmitted
by its neighbors to acquire the knowledge about occu-
pied segments in its neighborhood and also available
free segments. The best choice is to select a segment
that is currently unoccupied (free). In the worst case
scenario when all the OFDMA segments are occupied,
the decision is made based on received signal strengths
(RSS) of users in each segment. When neighborhood
interference in an OFDMA segment is low in terms of
RSS, the new user can use this segment. In the worst
case, when all OFDMA user segments in the current
access class are occupied by user nodes with strong RSS
(hence high interference), the new user follows two steps:
firstly, it waits till a segment becomes free (carrier sens-
ing and back-off ) and secondly when this waiting times
out and still no OFDMA user segment in the current
access class is free, it can lower its access class by one

and then search for an available OFDMA segment in
that class.

3.1.2 OFDMA user segment collisionmanagement
We developed collision management based on the phi-
losophy of avoiding collision and apply corrective mea-
sures when collision is detected to reduce the collision
possibility. The user node that detects collision in an
OFDMA user segment will broadcast this information
in its next neighborhood discovery packet. The users
whose packets collided would receive this information
and choose another unoccupied segment after a ran-
dom back-off period. If there is no free segment, the
node will lower its access class by one and try to find
a free user segment such that it will not be idle in this
sub-frame.

3.1.3 Network latency reductionmechanism
To minimize the total network latency of the pro-
posed wireless sensor network, we allow user nodes to
adjust their own access classes to reduce the latency
caused by user collision in OFDMA user segments.
Since in our wireless multi-hop network, the transmis-
sion links are established by user nodes through hand-
shaking mechanism. If too many user nodes attempt
to make transmission links with the same user node,
there will be a bottleneck, thus increasing network
latency.
Since each user node can detect all OFDMA user

segments, it has information about neighborhood con-
gestion, e.g., number of nearby users and number of
occupied segments. Furthermore, user nodes also broad-
cast this congestion information through the neighbor
discovery packet. Therefore, when a user node detects
network congestion, it will choose the least congested
node as the target. The extreme case of network conges-
tion is network deadlock. If a network deadlock occurs,
every user node will not receive any neighbor discov-
ery packet. To solve network deadlock, we let user node
change its own transmission priority class if it does not
receive any packet at neighbor discovery stage. In this
way, the network deadlock problem is resolved in a maxi-
mum of four sub-frames (one frame). Thus, we can sum-
marize that changing the access class is a mechanism
to avoid congestion in a particular access class. Hence,
the nodes can change the access class in the following
cases

• To locate a free OFDMA segment to transmit
• To avoid repetitive neighborhood discovery packet

collision
• To reduce latency when there is higher pending data

in its queue
• When there is no reception of neighborhood

discovery packet in a sub-frame
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4 Energy efficient data transmission with joint
beamforming

4.1 Adaptive transmission
As users with higher transmission priority have improved
odds of forming links in our proposed system, thus the
data transmission efficiency of the system is enhanced.
For each user, the function of the RTS packet is to inform
its target about the transmission parameters, such as
the number of packets and the modulation and coding
scheme (MCS). The decision flow of these transmission
parameters is shown in Fig. 6. The user would first cal-
culate the maximum number of packets it can transmit
according to the available memory amount of its tar-
get. Next, considering the data rate, the MCS can also
be decided. Then, the equivalent signal to interference
and noise ratios (SINR) of the eight data subcarriers after
using beamforming are compared with the SNR thresh-
olds corresponding to the chosen MCS. The SNR thresh-
olds corresponding to different MCSs are given in Table 2
(obtained from simulation in Section 6). If the minimum
of the equivalent SINR of the eight data subcarriers is not
above the SNR threshold, then this MCS is not robust
enough to protect the data from the noise and fading in
the current channel. Therefore, the user needs to choose
a more robust MCS with lower modulation order and/or
lower code rate. Then, the minimum of eight equivalent
SINRs is again compared with the new SNR threshold.
This process continues until the minimum equivalent
SINR is above the threshold. Finally, the user would try to
lower transmission power such that the minimum equiv-
alent SINR stays just above the SNR threshold. Using the
proposed transmission MCS decision and power control

Fig. 6 Decision flow of the transmission parameters

Table 2 SNR thresholds

SNR threshold SNR threshold
with beamforming without beamforming

QPSK, code rate 1/2 8 dB 19 dB

QPSK, code rate 2/3 9 dB 20 dB

16QAM code rate 1/2 11 dB 23 dB

16QAM code rate 2/3 13 dB 25 dB

64QAM code rate 1/2 17 dB 29 dB

64QAM code rate 2/3 19 dB 31 dB

mechanism, the users will transmit their data in an energy
efficient way.

4.2 CSI-based joint beamforming
A target receiving node can accept one or several trans-
mission requests from different users as long as it has
large enough free memory to hold the data to be trans-
mitted. The receiving node will broadcast a CTS packet
containing the indices of the OFDMA user segments used
by the allowed transmitters. After the RTS/CTS hand-
shaking process, each transmission pair would use joint
transmitter-receiver beamforming technique to transmit
and receive the vital sign data as shown in the Fig. 2
frame structure. The user nodes take the CSI gathered
(channel matrix Ĥi

α,β , ith subcarrier for transmitter α and
receiver β) to calculate the beamforming vectors using the
MRC/MRT scheme [21]. The transmit beamforming vec-
tor is vi, which is the right singular vector of the Ĥi

α,β
corresponding to the largest eigenvalue. Following this,
the receive beamforming vector chosen at the receiving
end is given by

ŵi = Ĥi
α,βvi

||Ĥi
α,βvi||

The SINR calculated at the transmitter for the ith sub-
carrier is formulated as

SINRi =
ŵH
i Ĥ

i
α,βviv

H
i

(
Ĥi

α,β

)H
ŵi

σ̂ 2ŵH
i ŵi

where σ̂ 2 is the noise power (including interference) cal-
culated in the network discovery phase. As mentioned
before, this SINR is compared to a threshold SNR (SNRth)
which is needed for successful transmission. The trans-
mission power is reduced to until we reach a point when
the above SNR constraint (SNRi > SNRth) does not allow
further transmission power reduction.
Along with OFDMA, the use of beamforming allows

for multiple transmission links to exist simultaneously
thus providing multiple access as shown in Fig. 7. It
should be noted that the beam patterns indicate that the
energy spread is directional toward the other node in
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Fig. 7 Sample links and the associated TX/RX beam patterns formed after RTS/CTS session

each link, indicating high energy efficiency. As the simu-
lation uses channel models with multipath fading effect,
the MRC/MRT beamforming patterns may not always
align with steering angles exactly. Furthermore, CSI is
only available after neighborhood discovery phase; hence,
beamforming vectors are not used in neighborhood dis-
covery phase. Moreover, the receiver uses the paral-
lel interference cancelation (PIC) based on the scheme
in [22]. This allows to the receiver to reduce ICI as
well as MUI.

5 Baseband transceiver architecture
Figure 8 shows the architecture of the OFDMA base-
band transmitter. The input bit stream is first appended
by a cyclic redundancy check (CRC) code and then
passed through the scrambler, convolutional encoder, and
interleaver. Then, the coded bit stream is mapped into
complex symbols by the constellation mapping block.
After inserting the preamble and multiplying the coeffi-
cients of the transmit beamforming vector, four spatial
streams are generated, where the transmit beamforming
vector is calculated by using the estimated CSI and the
uplink-downlink duality [23] characteristic as described
in Section 4. The four spatial streams then pass through
inverse fast Fourier transform (IFFT) to form the time-

domain OFDM symbols and the cyclic-prefix guard inter-
vals are inserted to prevent inter-symbol interference.
Finally, the time-domain signals are sent to the ana-
log and RF front end for wireless transmission over the
antenna array.
The architecture of the OFDMA baseband receiver is

shown in Fig. 9, and it can be divided into four parts.
The first part is responsible for beacon detection, includ-
ing the frame boundary estimation and the adjustment
of the numerical controlled oscillator (NCO) frequency
to compensate for frequency offset of the local carrier

Fig. 8 Baseband transmitter architecture
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Fig. 9 Baseband receiver architecture

signal in the RF frontend. The second part is used to
detect the OFDM symbol. The received signal is first
passes through a low pass filter to filter out the beacon sig-
nal. Due to the periodicity of preamble 1 waveform, the
OFDM symbol boundary can be accurately estimated by
a simple delay-and-correlate as mentioned in Section 2.
The time-domain signal is transformed to the frequency
domain by an FFT block. Next, preamble 2 is used to
detect the OFDMA user segment deployment/collision by
utilizing the auto-correlation property of the Zadoff-Chu
sequence, as introduced in Section 2. This information is
passed on to the MAC layer control block.
The fourth part includes the carrier frequency offset

(CFO) estimation obtained by the JWLS estimator as
mentioned in Section 2. This part is also responsible for
the channel estimation and the demodulation and decod-
ing of the received data. Taking advantage of the scattered
pilots contained in preamble 3 of the neighborhood dis-
covery packets, accurate channel state information (CSI)
can be acquired using the shifted raised cosine interpo-
lator [14]. The CSI is then used to calculate the receive
beamforming vector by the maximum ratio combining
method. Finally, with the help of the receive beamform-
ing vector and the estimated CSI, the four spatial streams
received by the four receive antennas are combined into
one data stream, which then passes through the one-tap
equalizer, de-mapper, de-interleaver, Viterbi decoder, and
de-scrambler to recover the transmitted bits. The receiver
also estimates the noise power from the CSI and the cor-
rectly received symbols, which are then used to calculate
the equivalent SINR.

6 Simulation results
In this section, we present simulation results of the
proposed system. The entire network simulation was
designed and tested in Matlab including the MAC and
PHY layers. The system is evaluated with the IEEE 802.11
TGn MIMO channel model B [24] and UWB CM4 path
loss model which is a proposed model for body surface
node to an external node in IEEE 802.15.6 [25]. Since the
user of the proposed system would have very low mobil-
ity, e.g., patients in a hospital, we assumed a block fading
channel with coherence time of 200 ms and the channel
has the characteristic of uplink-downlink duality, H12 =
HH
21, whereH12 andH21 are the uplink and downlink chan-

nel matrices respectively. As for the antenna model, we
assumed a cylindrical array and the distance between the
two neighboring antennas is half the wavelength of the
carrier signal (centered at 5 GHz) leading to a diameter
of 3.8 cm.
The coded packet error rates (PERs) versus SNR for

different MCSs with and without joint beamforming tech-
nique are illustrated in Fig. 10a, b, respectively, for TGn
B MIMO channel. From these, we can see that the joint
beamforming technique can indeed effectively enhance
the quality of the received signal and reduce the SNR
required to attain a certain PER performance. In addition,
we had defined the SNR thresholds for choosing differ-
ent MCSs from these PER simulation results, as shown in
Table 2.
We further analyzed the average number of hops needed

by a node to transmit its data to an access point (AP).
Here, we consider a network scenario with nodes of two
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Fig. 10 Coded PER (TGn channel B). a Coded PER with beamforming. b Coded PER without beamforming

access classes “I” and “II,” as shown in Fig. 11a, with
node “0” as the sink node (AP). The numbers inside
the circles/diamonds denote the average number of hops
required by the user node to transfer its vital sign data
packet to the AP. As expected, the required hops increases
with the distance between the node and the AP. As
the nodes choose the minimum possible transmission
power satisfying the SNR constraint, the number of hops
required is the largest possible. Therefore Fig. 11a shows
the worst case number of hops needed for this network
topology. The equi-hop contours shown in Fig. 11a indi-
cate that very few nodes need more than four hops to
reach the sink, which indicates that the neighborhood
discovery mechanism is efficient.
Furthermore, Fig. 11b shows the amount of vital sign

data received by the AP within 2 s of simulation for two
network scenarios (input load of 60 Kbps). The first net-
work scenario consists of nodes distributed in a linear
fashion, with sink node at one end. The second network
scenario has equal node density with the sink node at cen-
ter. These two network scenarios depict the worst and the
best case node distribution, respectively. As we can see,

when the system operates at an adequate RF transmission
power, the received data amount is around 2400 Kbits,
which is about the amount of vital sign data generated by
the 20 users in the network in the 2-s interval. Therefore,
the minimum transmission power for network topology 1
should be 8 dBm and that for network topology 2 should
be 2 dBm.

6.1 Comparison with 802.15.4 and 802.15.6
In Fig. 12, we further analyzed the average packet trans-
mission latency affecting each user node in the network
when transmitting their packets to the AP. For the simu-
lation in Fig. 12, we use 20 nodes, SNR of 24 dB and each
node produces data at varying load ranges from 0.5 kbits/s
to 60 kbits/s. As we can see from Fig. 12, when the
load is varied, the average packet transmission latency is
about 180–280 ms for the proposed system which suffices
ECG. The latency of the proposed system can further be
improved by adjusting the PHY parameters of Table 1 to
increase the data rate as explained in Section 2. For exam-
ple, if we increase our BW from 5.84 to 8.76 MHz, we can
increase the system throughput from 1.2 to 1.72 Mpbs,

Fig. 11 Number of hops and throughput for simulation time of 2 s. a Average number of hops needed by user nodes. b Throughput at the AP
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Fig. 12 Network latency for different input traffic loads

which would effectively reduce the packet transmission
time. Moreover, the MAC latency is also reduced in our
system by assigning the node with stricter latency needs
to higher priority class. This can be further enhanced by
assigning more than one OFDMA slot to a user node.
For example, the transmission latency for a node can be
reduced by approximately 30% by doubling its slot assign-
ment (assuming a low 60% MAC efficiency). Comparing
this with the average latency from the 802.15.4 model of
[26, 27] using RTS/CTS andmaximum data rate 250 Kbps,
we can see that the 802.15.4 has significant higher latency
when the load is greater than 30 Kbps. This is expected
as the focus of conventional sensor networks based on
802.15.4 is energy saving low-data rate systems (up to
250 Kbps) hence should not be considered for sum loads
up to 1.2 Mbps. Subsequently, we turn our attention to
comparisons with 802.15.6 where the achievable data rates
are in the order of several Mbps.
In the Fig. 13a, we compare the throughput of the pro-

posed system and 802.15.6 in slotted aloha mode for
different traffic loads at the nodes. The medium access
throughput and energy consumption for slotted aloha

mode and CSMA/CA mode of 802.15.6 have been ana-
lyzed in [28]and [29], respectively. Considering the sim-
ilarities, we chose slotted aloha 802.15.6 for comparison
with the proposed system. Note that centralized sched-
uled access mode of IEEE 802.15.6 can be used for local
WBAN, e.g., nodes connected to the human body with a
single AP at a nearby distance (about 5 m). In our network
scenario in which more nodes are spread over a larger dis-
tance as shown in Fig. 11, centralized scheduled access
will need higher coordination and overhead. Thus, perfor-
mance comparison between slotted aloha and scheduled
access mode of 802.15.6 for such networks is an interest-
ing topic of research but beyond the scope of our following
discussion. Considering twenty nodes and throughput of
1.2 Mbps at the AP (60 Kbps/node), we used priority
class 1 for a more stringent comparison. The coded data
rate for 802.15.6 is varied from 0.243 to 3.9 Mbps as per
Table 68 in [30] to achieve the different target data rates.
The only higher coded data rate mentioned in Table 68
in [30] is 7.8 Mpbs, which can achieve higher through-
put, but it would be at higher power consumption cost.
Hence, we chose only the PHY parameters that suffice our
maximum data rate requirement of 1.2 Mbps. As seen in
Fig. 13a, choosing the right set of PHY parameters, the
slotted aloha mode of 802.15.6 can achieve almost equiv-
alent throughput compared to the proposed system. But
note that the coded data rate used in these varies from
243 Kbps to 3.9 Mbps, hence we have to analyze the
power consumption cost for achieving this throughput.
The receiver sensitivity reference for power consumption
measure is obtained using Table 73 of the 802.15.6 stan-
dard [30]. Figure 13b shows though the slotted alohamode
achieves the throughput similar to the proposed system,
it uses larger average transmit power to achieve this goal.
The two major contributors to higher transmit power
are the slotted aloha MAC efficiency and one hop link
distance. Due to larger one hop distance in our network
scenario of Fig. 11, the transmit power requirement for
some nodes is beyond the 0 dBm limit of 802.15.6. The
power efficiency advantage of the proposed system is to be

Fig. 13 Throughput and power comparison with 802.15.6 slotted aloha. a Throughput comparison. b Average data transmission power comparison
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expected not only because of the multi-hop transmission
scheme but also because joint beamforming improves the
link SNR as previously shown in Fig. 10 and Table 2.
The energy in mJ required over the entire simulation

period is divided by the number of users and simulation
time to calculate the average data transmission power in
mJ/s. The total energy required over the entire simulation
period is given by energy required to transmit one packet
(Eq. 7) multiplied by the number of packets transmit-
ted in the simulation period. These transmitted packets
include all packets of Fig. 2, i.e., RTS/CTS, neighborhood
discovery, data, ACK for all successful and unsuccessful
transmission attempts.

6.2 Energy efficiency
Power consumption being an important metric for
battery-powered sensors, we used the link budget analysis
[31] to estimate the required packet transmission power.
First, we estimated the noise power using

N = kTB (4)

where N is the noise power, k is the Boltzmann constant,
T is the temperature, and B is the system bandwidth. As
some of the sensor nodes are placed in vicinity or sur-
face of the human body, the path loss model of UWB
CM4 channel was chosen based on [25] for which the path
loss including shadowing was found to be about 12 dB
higher than the TGn B model. Then, we could calculate
the receiver sensitivity of different MCSs.

Prx(dBm) = N + Nrx + SNR (5)

where Prx is the receiver sensitivity,Nrx is the noise figure,
and SNR is the SNR thresholds of the different MCS. The
SNR thresholds for UWB CM4 were found to be about
7 dB higher than TGn thresholds listed in Table 2. Finally,
the required packet transmission power can be estimated
by Eqs. (6) and (7).

Ptx(dBm) = Prx − Gtx − Grx + P(d) + S(d) (6)

where S(d) is the standard deviation of the shadow fading,
P(d) is the path loss, d is the distance between transmitter
and receiver, Ptx is the RF transmission power,Gtx andGrx
are the antenna gains.

Epacket(mJ) = 10
Ptx
10 .Tpacket (7)

where Epacket is the required packet transmission energy
and Tpacket is the time duration of a packet.
Using the parameters in Table 3 and Eq. (7), we could

obtain the average required data transmission power of
three different transmission methods when different SNR
levels are used in the simulation. The direct transmis-
sion method used fixed worst-case transmission power

Table 3 Link budget

Parameters of link budget analysis

Noise power (N) −105.6159 dBm

Boltzmann constant (k) 1.38 × 10−23 J/K

Temperature (T) 290 K

System bandwidth (B) 6.857 MHz

Break-point distance (dBP) 5 m

Carrier frequency (fc) 5 GHz

Light velocity (c) 3 × 108 m/s

Noise figure (Nrx) 10 dB

Bandwidth 5.84 MHz

Antenna gain (Gtx Grx) 0 dB

for all nodes in the system, regardless of the SNR. The
results in Fig. 14a show that the average transmission
power required by the multi-hop transmission scheme
is lower than that of the direct transmission scheme
due to shorter links between transmitters and receivers.
Moreover, joint beamforming technique can reduce the
transmission power further due to improved SINR from
lower signal energy spread in space. Take SNR level of
24 dB as an example, comparing with the direct trans-
mission method, the two proposed methods can save
transmission power of 591.1 and 627 mW, respectively.
Furthermore in Fig. 14b, we can see that when using
equal RF transmission power, the throughput of the sys-
tem using a combination of both multi-hop and joint
beamforming transmission scheme is significantly bet-
ter than the system using only multi-hop transmission
scheme. This is an expected result as joint beamform-
ing improves the channel SNR as per Table 2, result-
ing in a higher choice of MCS via adaptive modulation
and hence improved throughput. Moreover the average
data transmission power is not only based on the path
loss model (link distance), but also on other parameters
such as

• Medium access efficiency based on retransmission,
collision, etc.

• MCS used to achieve the required link data rate
and PER

Energy efficiency of the multi-hop scheme is there-
fore achieved by the improved MAC performance, along
with the shortened links. As multi-hop networks use
lower transmit power, they indirectly support larger fre-
quency reuse and lower interference in OFDMA seg-
ments. Joint beamforming on the other hand also reduces
the SNR threshold needed to achieve a particular tar-
get PER, leading to lower MCS usage and lower power
requirement.
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Fig. 14 Power and throughput requirements for different transmission methods. a RF power comparison. b Throughput comparison

6.3 Circuit complexity
We used Quartus FPGA board, STRATIX III
EP3SL150F1152C2N, to implement and verify the base-
band transceiver hardware architecture. The FPGA
hardware specifications are shown in Table 4. Although
FPGA implementation does not aim to get the optimum
hardware synthesized results, but the FPGA verifica-
tion verifies the circuit complexity and feasibility of the
proposed system including the baseband transceiver.
To consider all aspects of energy consumption, we com-

pute the number of addition and multiplication opera-
tions required by each block in the receiver and use the
power efficiency of ARM CortexTM-A5 multiprocessor
[32] as reference to estimate the required circuit process-
ing power of these three different transmission methods
and list the results in Table 5.

6.4 Discussion
It is clear that multi-hop transmission can effectively
enhance the energy efficiency of the system, since a large
amount of transmission power can be saved at the price
of an increase of 1.23 mW circuit processing power. How-
ever, for the joint beamforming technique, the required
circuit processing power would increase by 7.15 mW
when compared to the multi-hop only scheme. Therefore,
the nodes should take the transmission distance, MCS

Table 4 FPGA specification on Stratix III EP3SL150F1152C2N

Criteria Specification Percentage
usage of FPGA

FPGA resource Number of slides 46076 67

Number of RAM Blocks 31 10

Number of DSPs 64 66

Speed Max. frequency 50 MHz Maximum

Power Dynamic power 686 mW

Leakage power 1128 mW

and the overhead on circuit processing power into con-
sideration and selectively apply the joint beamforming
technique. This is because, in some cases, using multi-hop
transmission has already reduced the required transmis-
sion power significantly. Further applying the joint beam-
forming technique saves only little transmission power.
Fortunately, considering the use of ASIC implementa-

tion and the progress of the semi-conductor technology,
further reduction of the required circuit processing power
of both the baseband transceiver and the RF front end can
be expected and the energy efficiency of the system can
thus be further enhanced. There have already been many
improvements in the technology from ARM Cortex–A5
to ARM Cortex–A32 (v8-A architecture). Some improve-
ments in technology already have made more power
savings possible on ARM processors. For example, the
big.LITTLE configuration in Cortex-A7 [33] promised
significant power saving of up to 75% over Cortex-A5.
Hence the circuit powermentioned in Table 5, should only
be considered as a complexity reference for comparing
the different transmission schemes rather than an precise

Table 5 Estimated circuit processing power at SNR = 24 dB

Direct Only multi-hop Multi-hop
transmission (mW) and joint
(mW) beamforming

(mW)
Beacon detection 0.0665 0.0665 0.0665

OFDM symbol 0 0.0437 0.1748
boundary detection

OFDMA User 0 0.5641 2.1760
segment detection

JWLS estimation 0 0.3324 1.3298

Channel estimation 0 0.2919 4.6925

Beamforming 0 0 0.0134
vector calculation

Total circuit 0.0665 1.2987 8.4529
processing power
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numerical value. Therefore, the actual choice of beam-
forming at a node should be made judiciously on factors
such as

• Transmit power saving based on link distance. For
example, if the link distance is already very small due
to multi-hop, in the current scenario node should
disable beamforming to save on circuit power.
Whereas on a longer link distance, the use of
beamforming could be a better option to save on
transmit power.

• Circuit power needed to implement the design on a
given processor

• Beamforming should be useful for higher node
density networks. As ideally beamforming also
reduces the interference footprint in the
neighborhood of the transmitter and receiver, leading
to better SNR for other transmissions.

• Size of the sensor might restrict the use of the
number of antennas. For example, two antenna
beamforming would require an antenna distance of
1.9 cm on 5 GHz band. Apart from lower interference
in 5 GHz band compared to the 2.4 GHz band, the
smaller antenna spacing is another important
advantage. Hence for smaller sensors needing to use
beamforming, it would be advantageous to use higher
frequencies for smaller antenna spacing.

Some research areas can be considered to further improve
the system proposed in this paper. For instance, adjusting
PHY parameters globally with changing network scenar-
ios. An example of this would be dynamic ODFMA seg-
ment allocations when number of nodes changes or the
traffic load requirement changes. MAC layer contention
can be improved with assistance from the AP, e.g., the
scheduled accessmode inWBANor restricted access win-
dow similar to IEEE 802.11ah. Packet routing strategy has
not been a part of this study, leading to us using a simple
RSSI based routing. Comparing different centralized and
distributed routing mechanism can also be considered as
part of future research.

7 Conclusions
In this paper, an energy-efficient wireless communica-
tion system and its baseband transceiver architecture were
proposed for an information gathering sensor network.
The system provides a steady and low-latency data trans-
mission service by applying the OFDMA technique with
a novel MAC based on neighborhood discovery. More-
over, by introducing the multi-hop transmission and joint
beamforming technique, the system saves a significant
amount of data transmission power. In addition, the base-
band transceiver architecture tailored for this system was
designed and implemented. Finally, numerical simulation

results of the throughput rate and the packet transmis-
sion latency proved the effectiveness of the system under
varying loads. The required data transmission power and
circuit processing power were also analyzed to validate the
energy efficiency of the proposed system.
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