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Abstract

Uploading data from tremendous devices is one of the most challenging tasks for Internet of Things (loT) due to the
heterogeneous data features and the energy constraints of loT devices. In this paper, we study the data uploading
problem from two tiers. In the first tier, we focus on the scheduling of data uploading from different loT devices to a
specific access point (AP) by considering the heterogeneous data features such as the freshness of the data, the data
length, the data uploading period, and the energy state of the loT device. In the second tier, we deal with the
selection among different APs for one loT device. An AP selection algorithm is proposed and we prove that the AP
selection process would eventually reach a stable state. Simulation study shows that our proposed algorithm can
improve the successful data uploading rate and the time slot utilization.
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1 Introduction

With the expected 50 billion deployment of Internet
of Things (IoT) devices in 2020, massive data is to be
uploaded through wired or wireless networks [1, 2]. How-
ever, it is hard to satisfy such data uploading demands with
existing network structures due to the following reasons:
first, massive data is to be uploaded from the huge amount
of IoT devices; second, data from different IoT devices
are with heterogeneous features, such as data volume and
uploading period; third, some kinds of IoT devices acquire
energy from ambiance around [3, 4] which brings a high
uncertainty on their energy states.

To deal with the data uploading and/or transmission
requirements of IoT devices, several schemes and pro-
tocols have been proposed. For example, there already
existed several power supply monitoring applications used
for data acquiring by using 2G, 3G, or 4G cellular net-
works. Within WiFi coverage, most of IoT devices are
connected by accessing into femtocells. The Bluetooth
and LORA are also used by IoT devices. Along with the
5G network evolution, narrow band-Internet of Things
(NB-IoT) and EMTC are proposed for IoT communica-
tions. However, there are still some concerns to be solved
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as follows: First, the coverage of any given scheme can-
not be perfect anywhere. Therefore, it is unreliable for
IoT devices to rely on one specific access scheme. Second,
information fusion [5] has not been considered in exist-
ing scheme which brings large information redundancy.
Practically, for monitoring the environment in a given
area, the acquired information from several IoT devices
can be fused locally and upload the derived key informa-
tion only. Third, no existing scheme considers the energy
states of IoT devices. We should take the energy states of
the IoT devices into consideration when scheduling their
data uploading since the data uploading process cannot be
conducted without enough energy supply.

In this paper, we deal with these concerns by designing
a three-layer network framework and scheduling the data
uploading from two tiers, as shown in Fig. 1. In the three-
layer framework, the IoT devices with short-range wireless
transmission capability belong to the bottom layer; the
access points (APs) with wide-range transmission capabil-
ity belong to the middle layer; and the traditional back-
bone networks, such as the cellular base station or the
cable-based computer networks, belong to the top layer.
Within the framework, each IoT device accesses to an
appropriate AP for data uploading. Each AP acts as a con-
troller that schedules the data uploading of the accessing
devices and ensures the AP’s spectrum efficiency. The
main contributions of our work are as follows:
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Fig. 1 System model. The figure describes the considered system model and the problems we are solving
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e In the first tier, we propose a scheduling algorithm
where an emergency function is defined for each data
uploading requirement by considering the freshness
of the data, the data length, the data uploading
period, and the energy state of the IoT device. Then,
the priority of the data uploading requirements is
decided according to their emergency functions.

e In the second tier, we propose an AP selection
algorithm where each IoT device accesses to the AP
that can provide the highest expected data uploading
probability. It is proved that the AP selection process
would eventually reach a stable state.

e A central slot utilization and also a distributive AP
selection algorithm for IoT devices are proposed, to
achieve the joint optimization on data uploading and
energy harvesting (Table 1).

The rest of this paper is organized as follows. In
Section 2, we summarize the related works on energy
harvesting and data uploading. In Section 3, we describe
the system model and formulate the data uploading
problem. In Section 4, we analyze the data upload-
ing of multiple IoT devices accessing to one identi-
cal AP and propose a scheduling algorithm based on
the urgency functions of the IoT devices. In Section 5,
the AP selection problem is solved by designing a dis-
tributive AP selection algorithm. The simulation results

are given in Section 6, and we concluded our work in
Section 7.

2 Related work

Wireless energy harvesting (WEH) is critical for IoT
devices due to their long-term deployment and self-
sustainable operation features [6]. IoT devices with WEH
capability can harvest energy from environmental sources
such as vibration, solar, thermal, and wireless RF [7]. The
harvested energy is converted to usable power by the RF-
to-DC rectifier and the power management unit (PMU).
Several design issues have been studied for WEH includ-
ing circuit hardware design, multi-antenna-based WEH,
energy converting, and so on [3]. Moreover, informa-
tion disseminating algorithm [8-10], privacy-preserving
scheme [11, 12], and dominating set discovering algo-
rithm [13] have been proposed for better utilization of the
harvested energy in energy harvesting networks.

For data uploading, the well-investigated scheme is the
harvest-then-transmit protocol [8—10]. In [8], the joint
optimization problem of down-link RF energy harvesting
and up-link information transmission is studied based
on time division multiple access (TDMA). A common-
throughput metric is proposed to address the doubly
near-far problem. Ju and Zhang [14] extend the protocol
proposed in [8] by incorporating user cooperation. Sun
et al. [10] propose a low-complexity iteration algorithm
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to achieve a similar throughput as in [8]. However, these
work mainly focus on the fairness among multiple users
while sacrificing the system throughput to a certain
extent. In order to maximize the system throughput,
[15, 16] schedule some users for data transmission on
certain frequency blocks at given time while arranging
other users for energy harvesting. Ng et al. and Sun et al.
[17, 18] study the data uploading scheme that can
maximize the energy efficiency. By exploring non-
linear fractional programming and Lagrange dual
decomposition, an iterative algorithm is proposed to
achieve better performance in average energy effi-
ciency and system performance. However, all the
abovementioned schemes are centralized that per-
form well in small-scale network. With the increasing
number of users in the network, the computation
complexity of these centralized scheme will become
intractable.

To accommodate with the data uploading requirements
of the large number of users/devices, the multi-tier net-
work structure has been proposed in [19-21] without
considering the energy harvesting capabilities of the users.
Devices are divided into groups, and a device is selected
as the gateway/AP within each group. The devices inside
the same group may transmit their data to the gateway/AP
while the gateway/AP can merge the information of the
group and decide the accessing strategy to decrease the
data flow in the backbone networks and improve the
spectrum efficiency.

Our work is more challenging than the aforementioned
ones since we take both the large-scale property of the
IoT network and the energy harvesting capability of the
IoT devices into consideration when designing the data
uploading scheme.
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3 System model and problem formulation

As shown in Fig. 1, we consider a network consisting of
three layers: the IoT devices, access points, and the back-
bone infrastructures. The IoT devices are equipped with
energy harvesting capabilities and can be deployed for
different applications. Each device is equipped with short-
range communication module for data uploading, and this
module can support multiple technologies, such as WiFi,
BLE4.0, and cognitive access. Each device can select a
proper AP for data uploading according to its requirement
and communication load. Each AP establishes one specific
communication link to the backbone network. For exam-
ple, AP 1 links to the Internet by wired connection and
AP 2 links to cellular base station by NB-IoT. The main
concern here lies in two aspects: how to schedule the data
uploading of devices which select the identical AP, and
how devices select the appropriate AP for data upload-
ing among multiple APs. Without loss of generality, we
make the following assumptions: First, the data uploading
within an AP operates in a slotted manner (as TDMA).
Multiple devices share the same spectrum band by using
different time slots. Second, there exists a specific chan-
nel for command control between devices and APs. The
information about spectrum usage and slot scheduling is
exchanged on this channel. An example of the data struc-
ture of the devices and the scheduled uploading at AP is
given in Fig. 2.

Explicitly, we consider that there are M IoT devices
and N APs in a given area, which are denoted by M =
{,---,i,--- ,M}and N = {1,---,j,- -+, N}, respectively.
These IoT devices are deployed for different applications,
thus have different data uploading demands. We charac-
terize an IoT device i,i € M with the following parame-
ters: the data volume s;, the data uploading period ¢;, and
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the energy state e;. The data volume denotes how many
slots are needed to upload its data through AP. The data
uploading period ¢; denotes the intervals for data acquire-
ment, such as the environment monitoring, or system
state detections. The energy state e; denotes the current
energy of device i, determining whether the data upload-
ing can be performed. Further, we divide each device’s
energy state into K + 1 states, from empty energy to full
energy, and introduce a matrix for describing the energy
harvesting process as

5(3,0 56,1 ’ E(I),K
L l L
_ r51,0 r51,1 51,1<
Ei=|. . . (1)
i i i
51<,0 s1<,1 g1<,1<

Here, S/ihkz’ k1,ky €[0,K] means the probability that the
energy state of device i changes from state k; to state
ky. For example, E&Omeans the probability that device i
does not acquire any energy and remains in empty energy
and éé,kmeans the probability that device i has acquired
k unit energy from state 0. Note that, although these
devices may be equipped with identical energy harvesting
module, they also have different E; due to different data
sensing periods. Moreover, E; only represents the energy
harvesting ability of device i, but not the energy consump-
tion of data sensing and transmission. Hence, the element
& lil,kZ’ k1 > ky has zero probability.

We further denote the energy required for finishing data
upload as e}. Device i,i € M with e; > e} can upload
its data to an AP, and its energy becomes e; — e]. We
define matrix H; as an indicator whether data uploading is
performed,

10 --- . 0
01 --- ..
H; _O0F1-F .-

o o
—~
N
~

00 O F 1-F

Note that the energy state between F and 1 — F is ¢} for
device i. Hence, we derive the energy transfer probabil-
ity as E;H; to represent the sequential process of energy
harvesting and data uploading.

Whether device i uploads its sensing data depends on
its acquired data and the uploading strategy. For saving
energy, device i would not upload its data if the current
data that is unchanged refers to the last period. Similarly,
device i can postpone its current uploading to the next
period when it infers that the data acquired in the next
period is unchanged or energy is below the threshold e].
Therefore, we model the data transition as a Markov chain
and define the data transition matrix for device i as
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i i i
Vi1 Y2 o
L 1 1
Vo1 Vo2 Vaou,
i=. ) . (3)
i i i
YL Yo o Y

Here, y}, , represents the probability of transferring from
state m,m €[1,L;] to state n,n €[1,L;]. Note that the
dimension of T; is different referring to a specified sensing
object.

The main issue is that how to satisfy these IoT devices’
data uploading requirements. We classify these devices
into groups as {./\/ll,--~ s M, ,MN} M Mg =
¢,Vj,k €[1,N]. Here, M; denotes the set of devices
uploading data through AP j and AP j needs to prop-
erly schedule the uploading requirements for achieving
the spectrum efficiency. Taking the WiFi for an example,
although there are 14 bands available in 2.4 GHz, only 1
band can be selected for a device at a given time. Thus,
each device should work on an identical band. When
scheduling, it is necessary to avoid collision when two
devices are uploading their data simultaneously on the
same slot through the same AP. When several devices
have the identical data uploading period, we need to delay
some of these devices and avoid possible collisions. In our
model, the main problem is how to derive the optimal
delay for devices, which is related to their energy state,
data state, and so on. Hence, we incorporate depth « as
a metric for measuring the available remaining slots for
data uploading. Therefore, x = 0 means device i decides
whether to upload its data based on its current data and
energy state only. Similarly, « = 1 means device i decides
whether to upload its data based on its current data and
energy and also the possible data and energy in the next
period. By incorporating depth «, a portion of devices may
have a data uploading slots more than one period, even
larger than two periods, thus avoiding the potential col-
lision in advance. Note that our proposed mechanism is
different from the traditional CSMA mechanism, as users
delay a random number of slots before the next transmis-
sion. From a given time stamp ¢t = 0 to relatively large
time stamp ¢ = T, we denote device i’s data in each period

asd; = {dil,j,diz,j,--- sdiit,mi-t; < T < (m;+1) - t; once

it selected AP j for uploading. Here, d{fj, k €[ 1, n;] denotes
a serial of slots beginning with ¢t = ¢; - (k — 1) + 1 and
ending with ¢ = ¢; - (k — 1 + s;), that is |d;;| = s;. By con-
sidering the possible uploading in the next « periods, the
data uploading slots can be changed, such as dgj changed
from [# + 1,2 - 1] to [t; + 1 + At, 2 - £ + At]. Hence,
the derived data sequence of device i is denoted as d;.
Note that the data sequence’s transformation is affected by
other devices which selected identical AP; thus, the new
data sequences dj,dy, - - ,&M, have already no collision
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between each other’s uploading from AP j. Therefore, the
optimization problem can be denoted as

Zj Zi,ie./\/l/ dil

max (4)
1,y T
the constraints are
dyNd, = ¢,Vm,n €[1,M;],j €[1,N] (5)

Therefore, this optimization problem needs an iterative
process of two parts: devices select the proper AP for data
uploading and the scheduling of data for devices which
access the same AP. Thus, we first analyze the data upload-
ing scheduling among devices under a given AP, then
begin with the AP selection for M devices.

4 Data uploading scheduling within one identical
AP

In this section, we consider the case when M; devices
decide to upload their data through AP j. We skip the triv-
ial case that only one device needs to upload its data for a
given slot, then focus on the case when there are multiple
devices, more than 2, that need to upload their data at the
same time. Hence, AP j needs to figure out which device
should be uploading first, and other devices wait for the
next available slot and avoid possible collisions.

As for comparison, we first derive the collision probabil-
ity of M; devices without scheduling. Taking an example
of two devices, each with a data uploading period as three
slots and the data volume is one slot, their data upload-
ing probabilities are 0.3 and 0.8. It is apparent that their
collision probability is 0.3*0.8/3. Hence, we begin with
deriving the uploading probability for | M;| devices PZ.S i€
M; by their energy transition matrix & and data transi-
tion matrix I'. As we mentioned before, the device would
upload its data under conditions: enough energy, that is,
e; > e}, and data changed compared with the previous
period, that is d; # d;” ! Therefore, we derive the data
uploading probability of device i,i € M; as the following
lemma.

Lemma 1 The data uploading probability of device i is
denoted as

K+1 L;
., .
PP=\>"mt > e | D7D v
=1 ezl ke[LK+1] =1 i

(6)

Proof Firstly, we notice the independence of energy
acquirement process and data transition process, and we
have

P =Peize) P(d;£d") 7)

14

(2019) 2019:153 Page 5 of 13

Next, we derive the expression of P(e; > e]). Device i
acquires energy from solar in each period, then decreases
e; by performing the data uploading; thus, we denote this
process by E; - H;. Moreover, we derive the stationary
probability over energy states as a solution of 7/ E;H; =
mf. Hence, the probability of device i with enough energy
for data uploading is

K+1

Ple=e)=Y nf Y &g ®)

i=1 ex>e; ke[1,K+1]

Similar to P (e; > e]), we derive the stationary probability
of L; data states by solving nid = nl.d , then we have

L
Pd;#di =) 7> v} ©)
=1 i
Finally, by incorporating these two parts, we derive the

conclusion. O

As we derived device i’s data uploading probability P?,
and the period s; is given, we then derive the collision
probability of | M;| devices without scheduling for com-
parison.

Proposition 1 The collision probability of | M| devices
without scheduling is

P, ~ Z

(m,n),m,neM;

2 )

(m,n,k),m,n,ke M;

pS . pS

[ S5 S

(10)
Py 25 B}

[Sm» Sns Sk]

Proof We begin with collision among any two devices.
For device m,n,€ m,n € M;, and we denote the begin-
ning slot as £ = 1, then their uploading data may be col-
luded when ¢ =[s;,;, 1] -k, k = 1,2, - - -; here, [ -] means the
least common multiple (LCM) of two variables. Therefore,
the overall collisions over the whole set is

P, P,

(S 8]

P, (2devices) = Z

(m,n),m,ne M;

(11)

However, when we calculate P.(2devices), we count some
of the collisions repeatedly, that is, when more than two
devices’ data collude at the same time. Hence, we need to
reduce these collision probabilities. Similarly, the overall
collisions between every three devices can be denoted as

R

[SWI)anSk] (12)

P.(3devices) = Z

(m,n,k),m,n,ke M;



Xiaoshuang et al. EURASIP Journal on Wireless Communications and Networking

As the probability P.(3devices) is calculated three times
when calculating P.(2devices), we derive the modified
collision probability as

P, = P.(2devices) — 2 - P.(3devices) (13)

Also the collision between four and five devices may be
counted repeatedly, and we omit these parts due to com-
plexity and comparatively small than collision between
two and three devices. O

i 5 req
Yd;d; Z ydl.’j ,€i = 231' ’
J#di

Ve di Z)’d,, Z 5

J#di j= e

Z ydw] Z Z %-e,,/ 1,

jd; j< req req<k<K

ZZORNOIEDD

j#di jze e <k<K

re
req )€ q<€l<2€ q

Uni+ T =

i &i 5 req
A e <e: .
éeivlsj—e;Eq,k & i

(14)

By data uploading scheduling, devices may postpone
their data to following periods depending on the data tran-
sition matrix and energy states. Hence, the main concern
is how to sort the data uploading of these devices? Which
device can upload in current slot and which devices must
postpone their data uploading to following periods? For
facilitating the scheduling process, we propose a single
metric for each device, which is related to the following
factors:

e The data sequence {di_l,di, dl,.--d5, - }; here,

d; ! represents the data uploading in the last period
and d; denotes the data to be uploaded in the current
period; the accurate value of d, - - - ,df, e is
unknown, and we only infer whether they are
different from the current data d; using the data
transition matrix I'".

e The energy sequence e;, e}, - - - ¢; is the current
energy state, and eil, -+ - represents the energy state in
the following periods and can be inferred by energy
transition matrix &

e The data uploading period T;: we denote the
remaining slots in the current period as #;, then the
available slots can be n; + T; if there is no data to be
uploaded in the next period.

e The data length s;: it is apparent that devices with
larger data volume would endure lower successful
uploading than others without considering data
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length s;. Thus, we may incorporate data length s; as
a factor for data uploading scheduling to balance the
fairness among devices.

Based on these parameters above, we need to
derive the urgency function for devices in M; as

Ui (Ti» n,d; Y, d;, ei)-
slots and the depth «, we have

Depending on the available time

K
Ui =f(si T - Y 00m+k- TyUs(m + k- T,
k=1

(15)

here 6(n; + k - T;) is a decreasing factor referring to the
number of slots, which reflect the inaccuracy of U;(n; + k-
T)).

We begin with deriving U;(n;), that is new data maybe
uploaded in the next period, then only #; slots can be used
for uploading the current data; this can be classified into
four cases:

1. The last period sensing data d;” ! was sent successfully,
and also the data is unchanged in the current period, that
isd; 1 = d,. In this case, device i need not to participate in
transmission competitions, thus denote U; = 0.

2. The sensing data satisfies d; # d;” 1; thus, IoT device
i needs to transmit. The urgency function of device i
depends on the remaining slots for transmitting its sens-
ing data. We analyze the situation in the following cases:

(a) Device i also needs to transmit new data a,'i1 in the
next period; thus, we have e} > e:eq and dil # d;. Hence,
we have U;(n;) = P (ei1 > efeq, dil * di).

(b) Device i need not to transmit in the next period
but to transmit in the period following the next.
Hence, we have Uj(n; + T;) = P (e} <e; ! ord} =d;) -
P (ei2 > e;eq,di2 + d,').

Similar to the derivation of U;(n;), U;(n; + T;) above, we
can derive U;(n; + k- T;),Vk = 2, - - -

3. The last period sensing data d; 1is not transmit-
ted successfully, and the data in the current period is
unchanged or the energy is below the threshold; this case
is the same as the case above.

4. The last period sensing data di_1 is not transmitted
successfully, and also d;” 1 £ dj; thus, data d; Lis dis-
carded, and the data d; in the current period needs to be
sent. Hence, this case is also the same as the second case
above.

Next, we need to calculate the expression for U;(n; +
k - T;). We begin with U;(n;) = P (e} > €7, d} # d;). As
data transition and energy transition are independent, we
have U;(n;) = P (e} > ¢;'") - P(d} #d;) =P (e} = ¢;7) -
Zﬁédi V:Z,j' The energy state e; can be divided into two
cases: First, e; > e?eq, thus no matter whether device i
obtains energy outside the sensing can be performed with
probability 1. Second, & < e;"?, whether device i performs
the data sensing depending on obtaining energy to achieve
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the minimum energy e;eq, the probability can be calcu-
K ‘ . .
lated as Zj:eireq gél,-,j‘ Based on the analysis above, we derive

the expression of U;(#;) as in Eq. (16).

Z V,i'i,,‘ , e > e;eq;
J#di
U(n) =1 K , (16)
> ey Y vk a<e
j=dtt s

Similarly, we derive the expression of U;(n; + T;) as in
Eq. (14). Hence, we derive the urgency function of device
iasin Eq. (15).

5 AP selection among loT devices

In this section, we deal with the AP selection problem for
IoT devices. As we denoted before, the AP selection pro-
cess is performed by IoT devices distributively. For each
device, it will join the other APs once it can increase the
data uploading probability. The main concern here is that
how would a device know joining other APs can bring
a larger successful data uploading probability. Although
we aim to derive a distributive algorithm for AP selec-
tion, some key information is also needed and broadcast
to IoT devices. We list the main information needed for
AP selection as follows:

¢ The slot utilization sequence ®1,--- ,®j,---, Oy of
APj,j €[1,N]. As for multiple devices that joined AP
j for data uploading, AP j assigned the slots to a
device with the highest utility of urgency function.
Hence, AP j has the accurate statics on slot utilization
irrelevant to the data uploading competitions. Note
that the slot utilization E; is easy to derive and
broadcast through control channels by APs

® The data uploading probability P; of device
i,i €[ 1, M]. This probability can be derived by device
i using energy harvesting matrix and also data
transition matrix as in Lemma 1

® The actual data uploading probability A} of device
i,i €[ 1, M]. This probability is derived by counting
on the actual uploading data.

These parameters are the overall information needed for
AP selection, the first one is derived by AP broadcasting,
and the latter two are derived by devices. For devices and
APs to derive these parameters accurately, the AP selec-
tion should be operated periodically with a relative larger
slots.

Basically, we need to find a metric for IoT devices, facil-
itating their selection among APs. In order to reflect the
actual slot usage for devices, the metric must be accurate
and brief. Fortunately, the actual data uploading proba-
bility A?,i €[1,M] can be used as a metric to measure
the data uploading performance of APs. Suppose that
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device i selects AP j randomly at the beginning, then per-
form its data uploading through AP j. After a certain time
Ts, each AP broadcasts its slot utilization probability as
®1,---,0OnN. At the same time, data uploading probabil-
ity P{ and actual data uploading probability Af,j of device
i,i € M are derived by device i. Before device i switches
to another APs, it must derive the expected actual data
uploading probability A%, k €[1,N], k # .

Lemma 2 The expected actual data uploading probabil-
ity A,k e {LNLk #jis

~ i In (1 — P

i

(17)

Proof As the transmission rate is different between APs,
thus the number of slots for data uploading is different
either. For AP k,k # j, the number of slots is denoted as
s; k. Further, we consider that the devices access AP k as
a whole, with the data uploading probability ®. Also, the
uploading period is denoted as 1, that is, data would be
uploaded in each slot. Suppose that device i has data to be
uploaded in the current period, and the number of slots is
s;, we consider the following cases:

® C(Case 1: device i has data to be uploaded in the next
period; thus, the remaining slots for data uploading is
T; — s;. Hence, we can derive the successful uploading
probability as the product of case 1 and other devices
do not upload at these slots, that is, P - (1 — ) T’T_tsl

e Case 2: device i does not have data to be uploaded in
the next period but in next two periods; this case has
the probability of P§ (1 — P5). Also, the remaining
slots for data uploading is 27; — s;. Hence, the overall
probability is P§ (1 — P§) - (1 — ©) 252

e Case k: device i has only 1 data to be uploaded in k
period, thus has the probability of P} (1 — Pf)kil.
Hence, the overall probability is
P (1—P) - e G

Summarizing all the cases 1,2,--- ,k,---, we can derive
the expected actual data uploading probability as

- T;—s;
A5 =P (1—6p) T +P{(1—P})-(1—06p)
2T, —s; k—1
o Tt P(-P)
1 @)/(Ti—si
kT

—(1— 0y (1 n %111(1 _ pf))
(18)
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Hence, we finish the proof.

Therefore, device i will calculate the data utilization vec-
tor AS LR A N when APs broadcast their slot utilization
®1,- -+, OpN, except for its current selection, that is, AP j.
It is apparent that the best AP to be selected is maxy Afk
We summarize the AP selection process as in Algorithm
2 (given in Table 1). The variable € is a minimal positive
number, which avoids the ping-pong effect between AP
selections.

Then, the next question arises, that is, whether this AP
selection process would eventually reach a stable state,
no any devices change their selected AP and switch to
another one. We begin with the slot utilization ®; of AP
j. Considering that devices set M; = {1,-- -, M;} selected
AP j currently and have the actual data uploading proba-
bility as ASLI., e ,Ajwj,j, thus we can derive that the slot uti-
lization ®; is a summation of data uploading probability of

device set M, thatis, ©; = Ziwl 7:P;. Hence, slot utiliza-
tion ®; is a function of uploading per1od T;, data volume
s, and uploading probability P, that is, ®; = g(Tj, s;, P}).
As we denoted in data uploading scheduling inside AP
above, each device acquires the uploading opportunity
by sending its urgency function, no collision is derived,
but some data can be delayed and eventually discarded
when new data is acquired, thus bringing the decreasing
in actual data uploading probability. Hence, we conclude
that the function g(-) has g/(o) > O,g/l(') < 0. Based on
this analysis, we derive the following proposition:

Proposition 2 The AP selection process leads to a stable
State in finite rounds.

Proof Consider that the current AP selected by device
i is AP j, with actual data uploading probability as A;;.
As the slot utilization vector broadcasting by AP is
®1, - ,0OpN, device i selects AP k with max; A?,k for data

Table 1 AP selection process of loT devices

Algorithm 2 : distributive AP selection process of loT

devices.
1: The APs  broadcast their data utilization
©,--+,0;,---,0y to devices through CC channel

every Tup, Tap > T;, Vi € M period.

2: The devices compute the expected data uploading
probability Aﬁk over APs according to equation (16).

3: For device i,i € 1,---,M who selected AP j for data
uploading

4: IFmaxkASk_ u+€do

5: Device j sends the request to AP k for data uploading.

6: end

7 end
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uploading. It is apparent that device i will increase its suc-
cessful data uploading probability, that is, A; > Aij. We
further denote the slot utilization of AP j without device
i is ©; and the slot utilization of AP k by joining device i

as ©y. Thus, we have 4;; = (1 — ©)) (1 + M) By

incorporating A;k > Aj;j, we have @,» > O.

As we defined before, the slot utilizatlon is a function
of data uploading load, that is, ®; = > .~ 1 TPS jeN.
Suppose that the current data uploadmg load in AP j, k are
Ljand Ly, thus we have ®; = g(L;), O = g(Ly). Moreover,

we have ©; = g (Lj - %Pf) , 0 =g (Lk + %Pf) Hence,
we have

(:),‘ + O — B — O
=(0r — O)) — (0; — B))

S,‘P? Sl'Pl$
(e ) o) = (s = (5= )

As we derived that O > O andg() > Og ) <0,
we conclude that ® + ®l< — ©; — O > 0. This result
indicates that dev1ce i changes its AP selection for increas-
ing its own successful data uploading probability and also
increases the overall slot utilization of both APs. However,
the slot utilization of all APs, that is, Zj ©j, is finite, thus
may achieve its maximization by finite rounds.

6 Results and discussions

Along with the two-tier data uploading process, the per-
formance of slot scheduling inside AP and AP selection
among IoT devices is verified in this section. In the slot
scheduling process, we need to figure out, by using pro-
posed Algorithm 1 given in Table 2, whether the slot
utilization increases and all IoT devices increase their
successful data uploading probabilities compared with
the transitional contention-based mechanism. In the AP
selection process, we need to figure out whether the
selection process halts in finite rounds and if the itera-
tive process may increase the slot utilization on all APs
gradually.

6.1 Slot utilization inside AP

In this case, a set of IoT devices M; selects an identical AP
j for data uploading. Firstly, we verify the performance of
the proposed algorithm by gradually increasing the data
uploading load. Given each IoT device has almost equal
data load, that is, I;—m Sip N % sp,Ym,n € M,;. Sup-
pose that there is only 1 IoT device connected to AP j
at the beginning, then we increase the number of IoT
devices by 1 at a time and derive the simulation results
as in Fig. 3. Here, each IoT device’s data uploading load
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Table 2 Data uploading process of the proposed mechanism

Algorithm 1 : data uploading process of proposed mechanism.

1: The loT devices broadcast their data transmission requests to

AP through CC channel.

2: The AP decides whether devices' requests can be approved
according to equation (14).

3 while the current slotis idle, setas T = 0 do

4: The AP informs loT devices for bids submission.

5 The loT devices compute their bids by urgency function G; and
f(s;, Tj) according to equation (7), then submit bid b; to AP for
devicesi e M.

6: The AP selects the highest bid among devices, and the winning
device begins its data transmission.

7: After the data uploading finished, set T = T +5;, where §; is the
data length of winning device.

8: end

is set to 0.06, and the maximum load is 1.8 with 30 IoT
devices, which is larger than the capacity of AP. As we
depicted in the above red curve, the ratio of success-
ful data uploading decreases with the variation on data
uploading load. Even with data uploading load of 1.8, suc-
cessful data uploading of our proposed algorithm achieves
0.58, much larger than 0.09 of the contention-based algo-
rithm. Moreover, the above blue curve indicates that our
proposed algorithm reaches almost 100% slot utilization,
larger than 60% of the contention-based algorithm, which
means that almost each slot is used for data upload-
ing through AP. Besides, the above blue curve coincides
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with the assumption in Section 5 that the slot utiliza-
tion on AP is a convex function of the data uploading
load.

Secondly, we focus on the successful data upload-
ing probabilities of IoT devices individually instead of
the overall performance. Consider that there are nine
devices that selected this AP and are classified into
three classes. Different class has unequal sensing data
length and also transmission period, due to heterogeneous
energy harvesting matrices and data transition matrices
of IoT devices. By generating their data sequences and
calculation, we list their parameters, such as uploading
period, data volume, and data uploading probability as
in Table 3.

In Fig. 4, we compared the performance with dif-
ferent urgency functions. Note that we take random
selection among nine devices for transmission as a bench-
mark scheme for comparison, which is depicted as the
red curve. We observe that the class C devices with
short period time have the lowest successful transmis-
sion rate, about 55%. If we take the simple method,
by using the weighted vector, multiply the function f(-)
only, as depicted in the green curve, the ratio of class C
devices increases a lot by severely damaging the class A
devices. Furthermore, we perform the simulations under
the urgency function but depth k = 0, and depth k =
1 only, and also the urgency function with depth k =
1. The results indicate that using urgency function and
setting depth k = 1 achieve better performance and bal-
ance among devices, with ratio above 85% for each class
devices.

Probability

—3g— successful data uploading—contention based 4
—A— successful data uploading—proposed algorithm

—&— slot utilization—proposed algorithm

—©— slot utilization—contention based

0.2 0.4 0.6 0.8 1 1.2 1.4 1.6 1.8
Data uploading load

0.2

Fig. 3 The probability of successful data uploading and slot utilization of AP j. Performance comparison between our algorithm and the

contention-based algorithm in terms of the successful data uploading probability and the slot utilization probability
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Table 3 Parameters of nine loT devices

Classes Period (slots) Data (slots) P

Class A 10 4 035
Class B 6 2 042
Class C 3 1 023

In Fig. 5, we compare the performance with different
depth k. As expected, by considering the future data sens-
ing and energy harvesting state, all devices increase their
successful data transmission. However, further incre-
ments on depth k cannot bring obvious improvement in
performance, but increase the computation complexity. It
is apparent that the optimal depth is k = 1 under this
simulation scenario.

In Fig. 6, we compared the efficiency of slot usage
and data transmission under different urgency functions,
where 1-7 in the x-axis represent cases listed as random
selection, weighted, G(-) only, and urgency function with
k = 0,1,2,3. We observed that the proposed mecha-
nism not only increases the successful data transmission,
from 85% to above 90%, but also increases the ratio of slot
usage. However, by different sensing period constraints,
the slot usage cannot increase even by using higher
depth k.

6.2 AP selection among loT devices

In this subsection, we evaluate the performance on the
AP selection algorithm. Specifically, we need to figure out
whether the proposed algorithm leads to a stable state
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and if the overall successful data uploading probability
increases along with the iterative process. In this case, we
suppose that there are 20 IoT devices and 2 AP arranged
in a given area. From the scratch, 20 IoT devices select
AP 1 for data uploading and no device selects AP 2, then
devices decide whether to switch to another AP in each
round distributively after APs broadcast their current slot
utilizations.

The slot utilization probabilities derived by 50 rounds
are depicted in Fig. 7. Here, the blue curve indicates that
the slot utilization of AP 1 decreases due to the depar-
ture of IoT devices. Meanwhile, the green curve increases
as the number of devices gradually increased. Overall, the
summation of slot utilization in both APs increases in the
whole iterative rounds, which is coincided with the the-
oretical analysis in Proposition 2. Besides, the selection
of IoT devices on APs steadied in less than 20 rounds,
which indicates that our proposed algorithm has a well-
convergence performance.

In Fig. 8, the successful data uploading probabilities of
five devices out of these IoT devices are depicted. It is easy
to find that the red curves indicate devices switched to
AP 2 and the blue curves indicate devices persisted in AP
1. As AP 2 has less devices, thus users 1, 2, and 3 joined
by increasing their successful data uploading probabilities
directly to almost 1. Meanwhile, IoT devices which remain
in AP 1 also increase their successful data uploading prob-
abilities due to lower data uploading load. Hence, we
conclude that the successful data uploading probabilities
of IoT devices always increase during the iterative
process.
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—— urgency function
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Fig. 4 Successful transmission of nine devices referring to different G;. The figure shows the successful transmission ratio when different methods
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65| | === urgency function+depth=2 B
—é— urgency function+depth=3

60 i i i
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used in the emergency function

5 6 7 8 9

Users
Fig. 5 Successful transmission of nine devices referring to different k. The figure shows the successful transmission ratio when different depth k are

7 Conclusions

In this work, we analyze the scenario that how to schedule
the data uploading of multiple energy harvesting enabled
IoT devices among multiple APs. Firstly, a multi-layer data
uploading process is proposed, which devices access the
proper AP for data uploading and APs relay devices’ data
through different network access technologies. Secondly,
a low-complexity slot allocation algorithm is proposed for

devices which select the identical AP; the urgency func-
tion of devices ensures that the uploading period, data
length, and remaining slots are considered and achieve
the fairness among devices. Thirdly, a distributive AP
selection algorithm is proposed and thus can achieve the
stable selection among devices. Finally, the simulation
results indicate that our proposed algorithms well balance
the data uploading requirements and also afford multiple

100

90

80

50

Ratio

401

301

I The usage of slots

1 2 3

I The ratio of data transmission
0 [l HE EE N

4 5 6 7

Different situations

Fig. 6 The efficiency of slot usage and data uploading. The figure shows the efficiency of slot usage and data uploading under different situations
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Iterative Rounds
Fig. 7 The slot utilization of APs in 50 rounds. The figure shows the slot utilization of each AP and the total slot utilization of the existing two APs

25 30 35 40 45 50

access choices in heterogeneous networks with low cost
and complexity.

8 Methods/experimental

In this paper, we designed a three-layer network frame-
work and scheduled the data uploading from two tiers.
In the first tier, we proposed a scheduling algorithm
where an emergency function is defined for each data
uploading requirement by considering the freshness of
the data, the data length, the data uploading period, and

the energy state of the IoT device. Then, the priority of
the data uploading requirements is decided according to
their emergency functions. In the second tier, we pro-
posed an AP selection algorithm where each IoT device
accesses to the AP that can provide the highest expected
data uploading probability. Experimental results were per-
formed using MATLAB R2009b on Intel? Core i5 system.
The requirement of uploading data and the harvested
energy were all constructed by an appropriate MATLAB
code.
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Successful data uploading probability
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loT device 1
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Fig. 8 The successful data uploading probabilities of individual loT devices. The figure shows the successful data uploading probabilities of loT

device 1 to loT device 5
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